
     TIPS TO FINANCIAL SECURITY 

 

• Check ATM Cards before leaving ATM kiosks and be more vigilant when any other 
person is present during their transaction. 

• Avoid conducting banking transactions on public Wi-Fi networks. 

• Always check URL of the website through the look & feel of the website to ascertain 
the genuineness of the website. 

• Always check the lock sign to identify the secured site. 

• Never download Apps from unknown sources or on the recommendation of 
someone over a call. 

• Never share User ID, Password, OTP, PIN, or any other information data with 
anybody. 

• Do not reply to fishy emails or text messages. 

• Avoid visiting unsafe websites & unreliable links. 

• Remote access of laptop or PC to be avoided. 

• Use strong, unique passwords and update them regularly. 

• Keep all software, including antivirus programs, up to date to prevent the 
exploitation of known vulnerabilities. 

• Monitor bank statements regularly for any unusual activity and report it 
immediately to concerned Authority. 

 


